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Digital Services Act
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When:
Already for VLOP/

VLOSEs. 17 Feb 

2024 for key

obligations for others others

Who:
Intermediary

Service providers
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Digital Services Act (2)
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What:
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Data Governance Act
When: Entered into force 23 June 2022; Effective Date 24 September 2023

Who: Public and private sectors where data deemed to be a benefit to public benefit

What: 
• Seeks to increase trust in data sharing and strengthen mechanisms to increase data availability and 

data reuse

• Supports the setting up of common European data spaces in health, environment, energy, agriculture, 
mobility/transport, finance, manufacturing, public administration and skills

• Creation of European Data Innovation Board and national Member State oversight

• New data intermediation services and voluntarily framework to make data available for altruistic 
purposes

• No international data transfers where there are conflicts with EU/MS law

*GDPR (and national law) must be complied with and prevails*
1/30/2024Cynthia O’Donoghue5

Presenter Notes
Presentation Notes
seeks to increase trust in data sharing, strengthen mechanisms to increase data availability and overcome technical obstacles to the reuse of data.

aims to make more data available and facilitate data sharing across sectors and EU countries in order to leverage the potential of data for the benefit of European citizens and businesses

necessary to increase trust in data sharing by establishing appropriate mechanisms for control by data subjects and data holders over data that relates to them, and in order to address other barriers to a well-functioning and competitive data-driven economy

Covers personal and non-personal data, including: 
Health care. 
Combating climate change. 
Improving mobility. 
The development, production and dissemination of official statistics. 
Improving the provision of public services. 
Public policymaking. 
Scientific research in the general interest. 
	
Also allows for data re-use when public sector bodies hold data protected by: 
Trade secrets, where appropriate. 
Statistical confidentiality. 
Protecting intellectual property rights of third parties. 
The protection of personal data which falls outside the scope of EU Directive 2019/1024, Open Data and the Re-Use of Public Sector Information. 

No exclusivity for re-use and public sector bodies must continue to protect data by anonymizing personal data or modifying or aggregating business secrets or content protected by intellectual property rights.  Reusers may require a confidentiality agreement. 	
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Data Act
When: Entry into Force: 11 January 2024

Applicability: 12. September 2025 (longer transition periods for some specific provisions,
2026 to 2027)

Who: 1. Manufacturers of connected products, suppliers of related services placed on the market
in the EU (= extraterritorial scope) and their users

2. Data holders that make data available to data recipients in the EU, and such data recipients

3. Providers of data processing services, including cloud services, offering such services to
customers in the EU

4. Participants in data spaces, vendors of applications using smart contracts and persons
commercially deploying smart contracts for executing data sharing agreements

5. Member states' public sector bodies and EU institutions, agencies or bodies

1/30/2024Joana Becker/Florian Schwind6
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Data Act (2)
What:
• Focuses primarily on industrial, nonpersonal data but applies also to personal data

• Data Holders must provide data access (B2B, B2C and to public sector/EU bodies) 

• Multiple requirements for Data Processing Services (e.g. Cloud Switching) 

• Fairness test for contractual terms in data sharing agreements unilaterally imposed on SMEs

1/30/2024Joana Becker/Florian Schwind7

Key Challenges: 
• Consistency with GDPR (especially where organizations process mixed datasets)

• Protection of trade secrets and intellectual property
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European Health Data Space
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When: In Trilogue – 2026??

Who: “data holders”  - various stakeholders including manufacturers and suppliers of 
Electronic Health Records (EHR) systems and wellness applications and their users and 
controllers and processors processing electronic health data of individuals residing in the EU

What: 

Interoperability of 
EHR and Digital 
Health Products 

and Services

Sharing of Health 
Data with “health 

data access 
bodies”

Access to health 
data for research 

innovation

HealthData@EU

Improve 
individuals’ access 
to their electronic 

health data

Primary Use Secondary Use 

Presenter Notes
Presentation Notes
The general objective is to ensure that natural persons in the EU have increased control over their electronic health data. It also aims to ensure a legal framework consisting of trusted EU and Member State governance mechanisms and a secure processing environment to allow researchers, innovators, policy-makers and regulators at EU and Member State level to access relevant electronic health data to promote better diagnosis, treatment and well-being of natural persons, and lead to better and well- informed policies. It also aims to contribute to a genuine single market for digital health products and services, by harmonising rules, which boost healthcare system efficiencies.

On secondary use of electronic health data, researchers, innovators, policy makers and regulators would be able to have access to quality data for their work in a secure way, with a trusted governance framework and at lower costs than relying on consent.
Primary use of personal electronic health data
Rights of data subjects (Article 3)
Data subjects have the right to access their personal electronic health data processed in the context of primary use of electronic health data, immediately, free of charge and in an easily readable, consolidated and accessible form. 
Data subjects should receive an electronic copy, in the European electronic health record exchange format of at least their electronic health data in the priority categories.
Data subjects have the right to obtain information on the healthcare providers and health professionals that have accessed their electronic health data in the context of healthcare. The information shall be provided immediately and free of charge through electronic health data access services.
Data subjects have the right to give access to or request a data holder from the health or social security sector  to transmit their electronic health data to a data recipient of their choice from the health or social security sector, immediately, free of charge and without hindrance from the data holder or from the manufacturers of the systems used by that holder.
 
Interoperability: 
Manufacturers of medical devices, wellness applications or high-risk AI systems that claim interoperability with EHR systems will have to prove compliance with the essential requirements on interoperability set out in Section 2 of Annex II:
Allow personal electronic health data to be shared between health professionals or other entities from the health system, and between health professionals and patient or health professional portals in a commonly used electronic interoperable format;
Be interoperable and compatible with the European infrastructures set out in EHDS Regulation for the cross-border sharing of electronic health data;
Include functionality that would enable the entry of personal electronic health data in a structured way that supports the sharing of such data in a structured, commonly used and machine-readable format for system-to-system communication;
Do not include features that prohibit, restrict or place undue burden on authorised access, personal electronic health data sharing, or use of personal electronic health data for permitted purposes;
Do not include features that prohibit, restrict or place undue burden on authorised exporting of personal electronic health data for the reasons of replacing the EHR system by another product.
They will also have to comply with common specifications which will be adopted by the Commission (Article 23).
The wellness application manufacturers can voluntarily include a label, indicating the product’s compliance with the requirements set out in a) and b) above. The Commission will establish a database showing wellness applications for which the label has been issued (Article 32) and the manufacturer shall register such wellness application in the database prior to putting the application on the market. The label should comply with the following:
categories of electronic health data for which compliance with essential requirements laid down in Annex II has been confirmed;
reference to common specifications to demonstrate compliance;
validity period of the label (the validity of the label shouldn’t exceed 5 years);
if the wellness application is embedded in a device, the accompanying label (or 2D barcode displaying the label) should be placed on the device;
the label should be in one or more official languages of the Union or languages determined by the Member State(s) in which the in which the wellness application is placed on the market.
 
Secondary use of electronic health data (Article 33)
Data in scope
Data holders should make the following categories of electronic data available to health data access bodies for secondary use (“Article 33 Data”):
data impacting health, including social, environmental, and behavioural determinants of health;
relevant pathogen genomic data, impacting on human health;
health-related administrative data, including claims and reimbursement data;
human genetic, genomic and proteomic data;
person generated electronic health data, including medical devices, wellness applications or other digital health applications;
identification data related to health professionals involved in the treatment of a natural person;
population wide health data registries (public health registries);
electronic health data from medical registries for specific diseases;
electronic health data from clinical trials;
electronic health data from medical devices and from registries for medicinal products and medical devices;
research cohorts, questionnaires and surveys related to health;
electronic health data from biobanks and dedicated databases;
electronic data related to insurance status, professional status, education, lifestyle, wellness and behaviour data relevant to health;
electronic health data containing various improvements such as correction, annotation, enrichment received by the data holder following a processing based on a data permit.
Duties of data holders:
Data holders shall comply with the following duties:
Where a data holder is obliged to make electronic health data available under the EHDS or under other EU law or national legislation implementing EU law, it shall cooperate in good faith with the health data access bodies, where relevant;
The data holder shall communicate to the health data access body a general description of the dataset it holds.
Where a data quality and utility label accompanies the dataset, the data holder shall provide sufficient documentation to the health data access body for that body to confirm the accuracy of the label.
The data holder shall put the electronic health data at the disposal of the health data access body within 2 months from receiving the request from the health data access body. In exceptional cases, that period may be extended by the health data access body for an additional period of 2 months.
Where a data holder has received enriched datasets following processing based on a data permit, it shall make available the new dataset, unless it considers it unsuitable and notifies the health data access body in this respect.
Data holders of non-personal electronic health data shall ensure access to data through trusted open databases to ensure unrestricted access for all users and data storage and preservation. Trusted open public databases shall have in place a robust, transparent and sustainable governance and a transparent model of user access.
Fees: 
Health data access bodies and single data holders may charge fees for making electronic health data available for secondary use. Any fees shall include and be derived from the costs related to conducting the procedure for requests, including for assessing a data application or a data request, granting, refusing or amending a data permit. Where the data in question are not held by the health data access body or a public sector body, the fees may also include compensation for part of the costs for collecting the electronic health data.
 
Process
Any natural or legal person may submit a data access application to a health data access body for Article 33 Data, so long as it is for a purpose set out in Article 34(1).  The health data access body shall issue a data permit to the request if the health data access body is satisfied that the application meets the requirements of the EHDS.  Following issuance of the data permit, the health data access body will request the requested Article 33 Data from the data holder. The data permitted must only be for anonymised Article 33 Data if the purpose of processing can be achieved using anonymised data. If not, the requested Article 33 Data must be provided in pseudonymised form subject to the requester explaining their lawful basis for processing under GDPR. 
Single requests for Article 33 Data from a single data holder may be made directly to the data holder. 
 
Data Transfers:
Health data access bodies, and data users must take reasonable technical, legal and organisational measures to prevent international data transfers or governmental access to non-personal data where such transfer or access would conflict with EU or Member State law.
Any decision or judgment of a third-country court or tribunal and any decision of a third-country administrative authority that orders a health data access bodies or data users to transfer or give access to non-personal data within the scope of the EHDS, shall be recognised or enforceable in any manner only if based on an international agreement, such as a mutual legal assistance treaty. or where:
the third-country system requires the reasons and proportionality of such a decision or judgment to be set out and requires such a decision or judgment to be specific in character;
the reasoned objection of the addressee is subject to a review by a competent third-country court or tribunal; and
the competent third-country court or tribunal issuing the decision or judgment or reviewing the decision of an administrative authority is empowered under the law of that third country to take duly into account the relevant legal interests of the provider of the data protected under EU or Member State law;
and in each case, the data holder needs to be informed of such request and only the minimum amount of data permissible in response to that request, is permitted to be disclosed
In the case of personal electronic health data, Member States may maintain or introduce further conditions and limitation in accordance with Article 9(4) GDPR.
 
Penalties
 
Member states are responsible for laying down the rules on penalties applicable to infringements of the EHDS. 
‘priority categories’ are (a) patient summaries; (b) electronic prescriptions; (c) electronic dispensations; (d) medical images and image reports; (e) laboratory results; (f) discharge reports.
‘EHR system’ (electronic health record system) means any appliance or software intended by the manufacturer to be used for storing, intermediating, importing, exporting, converting, editing or viewing electronic health records;
These are likely to be a) scope; (b) applicability to different categories of EHR systems or functions included in them; (c) version; (d) validity period; (e) normative part; 
(f) explanatory part, including any relevant implementation guidelines.
‘data holder’ means any natural or legal person, which is an entity or a body in the health or care sector, or performing research in relation to these sectors, as well as Union institutions, bodies, offices and agencies who have the right or obligation, in accordance with the EHDS, applicable Union law or national legislation implementing Union law, or in the case of non-personal data, through control of the technical design of a product and related services, the ability to make available, including to register, provide, restrict access or exchange certain data.
These are responsible for granting access to electronic health data for secondary use and are designated by each Member State. 
 It is not clear what the scope of this is. 
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AI Act
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When: 
• Adopted 9 December 2023 but not yet officially published

• Entry into Force: 20 days after publication in the Official Journal

• Applicability: 24 months after entry into force. Exceptions apply (check: Art. 87):
• General Rules and Prohibited AI: 6 months after entry into force
• General Purpose AI Models / Governance / Penalties: 12 months after entry into force

Who: 
• Providers and “deployers” of  AI with an effect in the EU (extraterritorial jurisdiction)

• Manufacturers and Importers 

• Users of AI

Presenter Notes
Presentation Notes
In summary:

The Act prohibits AI systems that use harmful subliminal techniques, exploit vulnerabilities, infer sensitive traits, unfairly evaluate individuals, and certain uses of biometric and emotion recognition, with exceptions for law enforcement. It also restricts AI systems for criminal risk assessment and broad data scraping.

A substantial change is that AI systems will not be considered high-risk if they do not pose a significant risk of harm subject to certain criteria being fulfilled (even if it's listed as a high-risk system). 

High-risk AI systems are defined based on their potential harm to health, safety, and fundamental rights. Providers must document assessments and register these systems, continually evaluating risks based on various factors. It is for providers to assess whether or not their systems are high risk, and even if they aren't, registration will still be required to this effect along with record keeping of your assessment.

General Purpose AI models are introduced with a whole new chapter dedicated to them. Models used for research, development, or prototyping are excluded. Providers of high-risk models must comply with specific standards and appoint an EU representative if based outside the EU.

Employers using high-risk AI in the workplace must inform their workers, adhering to EU and national laws. 

Testing of high-risk AI systems in real-world conditions is permitted under strict ethical and consent guidelines. 

High-risk system providers must have agreements with third-party suppliers.

Emotion and facial recognition systems are broadly defined, potentially impacting organisations using biometric data for sentiment analysis and law enforcement's use of real-time facial recognition.

Data governance focuses on the collection processes, origins, and purposes of data, particularly personal data. 

An agreement has also been reached to regulate the deployment of foundation models, including on the adoption of measures to ensure compliance with European copyright law, requirements to publish detailed summaries about the content used to train these systems and the preparation of technical documentation related to the use of the models.
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AI Act (2) - based on leaked consolidated draft 
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What: 

AI = machine-based systems that infers 
from the input it receives how to generate 

outputs such as predictions, content, 
recommendations, or decisions that can affect 

physical or virtual environments
More risk = more restrictions and requirements

Disclose use of deepfakes

10 year record 
keeping

Unacceptable risk: social scoring 
based on social behaviour or personal 
characteristics, emotion recognition in 

the workplace and biometric 
categorisation to infer sensitive data, 

such as sexual orientation

Non-compliance fines are substantial, reaching up to €35 million or 7% of global 
annual turnover

Limited risk: 
chat bots or 
deepfakes

Excludes AI systems used:
•exclusively for military/defence
•solely for research and innovation
•Individual’s personal use

High risk: AI used in 
sensitive systems, such as 

welfare, employment, 
education, transport

Human Oversight

Presenter Notes
Presentation Notes
In summary:

The Act prohibits AI systems that use harmful subliminal techniques, exploit vulnerabilities, infer sensitive traits, unfairly evaluate individuals, and certain uses of biometric and emotion recognition, with exceptions for law enforcement. It also restricts AI systems for criminal risk assessment and broad data scraping.

A substantial change is that AI systems will not be considered high-risk if they do not pose a significant risk of harm subject to certain criteria being fulfilled (even if it's listed as a high-risk system). 

High-risk AI systems are defined based on their potential harm to health, safety, and fundamental rights. Providers must document assessments and register these systems, continually evaluating risks based on various factors. It is for providers to assess whether or not their systems are high risk, and even if they aren't, registration will still be required to this effect along with record keeping of your assessment.

General Purpose AI models are introduced with a whole new chapter dedicated to them. Models used for research, development, or prototyping are excluded. Providers of high-risk models must comply with specific standards and appoint an EU representative if based outside the EU.

Employers using high-risk AI in the workplace must inform their workers, adhering to EU and national laws. 

Testing of high-risk AI systems in real-world conditions is permitted under strict ethical and consent guidelines. 

High-risk system providers must have agreements with third-party suppliers.

Emotion and facial recognition systems are broadly defined, potentially impacting organisations using biometric data for sentiment analysis and law enforcement's use of real-time facial recognition.

Data governance focuses on the collection processes, origins, and purposes of data, particularly personal data. 

An agreement has also been reached to regulate the deployment of foundation models, including on the adoption of measures to ensure compliance with European copyright law, requirements to publish detailed summaries about the content used to train these systems and the preparation of technical documentation related to the use of the models.
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NIS 2
When: published on 16 January 2023 and replaces NIS1 from 18 October 2024

Who: 
 Essential entities (energy, transport, banking, financial market infrastructure, health sector, drinking water supply and 

distribution, digital infrastructure, and ICT service management)

 Important entities (digital providers (online marketplaces, search engines, social networking services platforms), 
research, food production, manufacturing of medical devices, computer, electronic and optical products, electrical
equipment, machinery and equipment, transport equipment, postal and courier services, waste management, 
manufacture, production and distribution of chemicals) 

What: 
 Requirements on the minimum cybersecurity measures (more onerous for essential entities)

 Obligation to notify incidents that have a significant impact on the provision of the services

1/30/2024Aselle Ibraimova11
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Legal Obligations to Notify Security Incidents
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GENERAL ESSENTIAL ENTITIES INDUSTRY-SPECIFIC

GDPR

• Any security 
incident involving 
personal data that 
may cause risk 
to individuals 
within 72 hrs of 
becoming aware

• Existing obligation

NIS2

• Security incidents 
that have a 
significant 
impact on the 
provision of 
services within 72 
hours

• Legislation will be 
enforceable from 
18 October 2024

CER

• Security incidents 
that significantly 
disrupt (or have a 
potential to 
disrupt) the 
provision of an 
essential service 
no later than 24 
hours after 
becoming aware

• Enforceable from 
18 October 2024

DORA

• Major ICT-related 
incidents to the 
relevant 
competent 
authority 
(timelines to be 
determined, likely 
to be between 24-
72 hrs)

• Enforceable from 
17 January 2025

PRA/FCA

• Incidents that 
cause intolerable 
harm to 
customers or the 
soundness, 
stability and 
resilience of the 
UK financial 
system without 
undue delay

• Enforceable from 
31 March 2025

US

• Rules vary from 
state to state

• Check Reed 
Smith tool to find 
out if a legal 
obligations to 
notify applies per 
state per incident 
here: 
www.breachrespo
nders.com

Aselle Ibraimova
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http://www.breachresponders.com/
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Cyber Resilience Act
When: Political agreement between Council and Parliament end of 2023 (end of trilogue); 
final version to be published in the next few weeks; likely in force in 2024; new rules will 
apply 24 months after the law enters into force (incident reporting already after 12 months)

Who: Manufacturers, importers and distributors of products with digital elements (software
and hardware products and components)

What:

1/30/2024Christian Leuthner13

exploited vulnerabilities and incidents within 24 hoursreport
process for vulnerability handlingimplement
cybersecurity risk assessmentsprovide
declarations of conformityissue
products for the expected lifetime (generally at least 3 years) support 
clear and understandable instructions on product useprovide

framework to enforce the rules under 
CRA

market 
surveill-

ance

up to 1,5% / 2,5% of annual turnover or 
EUR 10,000,000 / EUR 15,000,000

fines
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GDPR 2.0
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When: N/A

Who: All organizations that fall under GDPR (Art. 3 GDPR)

What: 
• Harmonization of some aspects of the administrative procedure applied by national data 

protection authorities in enforcement of cross-border cases

• Official consultation by EU Commission regarding application of GDPR: Deadline for 
comments: Feedback period: 11 January 2024 - 08 February 2024

• Watch out for changes in local law: For example Germany: Draft of employee data 
protection act
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UK Data Protection and Digital Information Bill
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When: Likely to be passed by Parliament in 2024; currently in House of Lords

Who: All organisations subject to the UK GDPR and Data Protection Act 2018

What:

Key Take Away:  One small step … meant to bring more common sense to operation of 
the UK‘s version of the GDPR while not straying so much that EU adequacy is affected.

Personal 
Data

Recognised 
Legitimate 
interests

Research 
defined

No ROP or 
DPIA except 

high risk

Senior 
Responsible 

Individual

No vexatious 
or excessive 

DSARs

Approved 
Transfers

Automated 
Decision 
Making

Compatible 
processingICO becomes IC

Presenter Notes
Presentation Notes
Clarifies when “personal data” directly and indirectly identifies an individual
List of recognised “legitimate interests” such as direct marketing and removing the “balancing test” for some important public interest matters, and new definition of research;
List of compatible secondary purposes of processing and new process for assessing compatible purposes unless lawful basis is  consent 
clarifying the regime applicable to automated decision making;
Secretary of State may approve transfers when the standard of protection is not materially lower than the UK
DSARs can be refused if “vexatious or excessive” rather than “manifestly unfounded or excessive”
Removes requirement for a UK rep and for a DPO to be replaced by a “Senior Responsible Individual” in place for high-risk processing;
No more records of processing except when processing is high-risk
DPIAs replaced Assessment of High Risk Processing (‘AHRP’) for’ high risk processing’.  AHRP not as extensive as DPIA and only need to summarise (i) the purposes of processing; (ii) an assessment of the necessity or otherwise of the processing and the risks that apply to individuals; and (iii) how the controller aims to mitigate any such risks.
Increased enforcement powers under PECR to match GDPR levels;

A Select Committee on the Constitution report on its scrutiny of the Data Protection and Digital Information Bill 2023-24 suggests the House may wish to examine further the breadth of the Secretary of State’s powers in cls 5 and 6 and consider whether such changes to the regulation of personal data should be the subject of primary rather than secondary legislation. It also recommends that the terms “democratic engagement” and “democratic engagement activities” are better defined and that the House may wish to seek further explanation as to how the new test provided for by cl.9 is to be applied. On data privacy it expresses concern about the breadth of the powers in cl.128 and Sch 11, and regarding Henry VIII powers that the House may wish to seek an explanation from the Government as to why cl.150 has been included.
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Thank you! - Questions? 

1/30/2024[Insert > Header and Footer to change footer text]16
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European Data Strategies – The Acts/Drafts
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Digital Services Act: https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32022R2065

Data Governance Act: https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32022R0868

Data Act: https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32022R0868

European Health Data Space: https://health.ec.europa.eu/document/download/756d7c59-8641-42a5-94d0-2215f97ec7e5_en

AI Act: Last official version (2012): https://eur-lex.europa.eu/legal-
content/EN/TXT/?uri=celex%3A52021PC0206 ; Leaked final version: 
https://drive.google.com/file/d/1xfN5T8VChK8fSh3wUiYtRVOKIi9oIcAF/view (Jan. 2024)

NIS2: https://eur-lex.europa.eu/eli/dir/2022/2555

Cyber Resilience Act: https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:52022PC0454

UK Data Protection Bill: https://bills.parliament.uk/publications/53287/documents/4126

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32022R2065
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A52021PC0206
https://drive.google.com/file/d/1xfN5T8VChK8fSh3wUiYtRVOKIi9oIcAF/view
https://eur-lex.europa.eu/eli/dir/2022/2555
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:52022PC0454
https://bills.parliament.uk/publications/53287/documents/4126
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Further resources
NIS2 / Cybersecurity
• NIS2 toughens up EU’s cyber security obligations

• Critical Entities Resilience Directive (CER) – broader scope and more stringent obligations 

• ICO expects large organisations to make financial investments to maintain their security standards

• What should data protection specialists know about the UK operational resilience requirements?

Digital Services Act
• RS comparison table on online harms (including the DSA and OSA)

UK Online Safety Act
• The UK Online Harms Bill becomes the Online Safety Act

AI Act
• Leaked final version as compare: https://drive.google.com/file/d/1xfN5T8VChK8fSh3wUiYtRVOKIi9oIcAF/view

1/30/2024[Insert > Header and Footer to change footer text]18

https://www.technologylawdispatch.com/2023/02/data-cyber-security/nis2-toughens-up-eus-cyber-security-obligations/
https://www.technologylawdispatch.com/2023/04/data-cyber-security/critical-entities-resilience-directive-cer-broader-scope-and-more-stringent-obligations/
https://www.technologylawdispatch.com/2022/11/data-cyber-security/ico-expects-large-organisations-to-make-financial-investments-to-maintain-their-security-standards/
https://www.reedsmith.com/en/perspectives/2022/03/what-should-data-protection-specialists-know-about-the-uk
https://www.reedsmith.com/en/perspectives/2023/11/online-harms-a-comparison-of-the-uk-eu-singapore-legislation
https://www.technologylawdispatch.com/2023/11/regulatory/the-uk-online-safety-act-keeping-you-informed-here/
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Further resources
GDPR 2.0
• EDPB list with suggestions for improving the GDPR

• Information page on the GDPR initiative 

• EU Commission Initiative on consultation regarding GDPR reform

• Proposal for a Regulation laying down additional procedural rules relating to the enforcement of GDPR

UK Data Protection Bill: 
• https://bills.parliament.uk/publications/53287/documents/4126
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https://edpb.europa.eu/system/files/2022-10/edpb_letter_out2022-0069_to_the_eu_commission_on_procedural_aspects_en_0.pdf
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13745-Further-specifying-procedural-rules-relating-to-the-enforcement-of-the-General-Data-Protection-Regulation_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/14054-Report-on-the-General-Data-Protection-Regulation_en
https://commission.europa.eu/publications/proposal-regulation-laying-down-additional-procedural-rules-relating-enforcement-gdpr_en
https://bills.parliament.uk/publications/53287/documents/4126
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Further resources
Data Act
• Data Act & Data Governance Act – EU Data Act reaches finish line

• The Data Act enters into force

• What you need to know about the new Data Act

• Overview of the Data Act
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https://viewpoints.reedsmith.com/post/102ittz/data-act-data-governance-act-eu-data-act-reaches-finish-line
https://viewpoints.reedsmith.com/post/102iwod/the-data-act-enters-into-force-today
https://www.reedsmith.com/en/perspectives/2022/03/what-you-need-to-know-about-the-new-eu-data-act
https://iapp.org/resources/article/eu-data-act-101/?mkt_tok=MTM4LUVaTS0wNDIAAAGQ4MHD6UZi35NunaEfhLNT3BWuFo3SOqcE9P19JyHXMoBTbwxC1KPy_jNaeo8eBRwksWH1JVlgNG9BhQrCmoOFJd2fVjLHnO3YLPyALOvoXHGN
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In addition to our physical presence (■) 
our regional business teams (■) bring 
together lawyers across the firm with a 
depth of experience and an established 
network of local counsel in advising 
clients operating or investing 
in specific geographic markets.

Where we are
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