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Conn. Gen. Stat. §38a-4780 requires that each managed care organization shall conform
to all applicable state and federal antidiscrimination and confidentiality statutes, shall
ensure that the confidentiality of specified enrollee patient information and records in its
custody is protected, and shall have written confidentiality policies and procedures and
sections 38a-8-124 through 38a-126, inclusive, of the Regulations of Connecticut State
Agencies provides requirements for safeguarding customer financial information.

In addition to the authority of the Commissioner under the insurance laws, the
Commissioner has been given additional authority to protect the personal information of
insurance consumers pursuant to the relevant portions of Conn. Gen. Stat. §42-471:

(a) Any person in possession of personal information of another person shall
safeguard the data, computer files and documents containing the information from misuse
by third parties, and shall destroy, erase or make unreadable such data, computer files
and documents prior to disposal.

(c) As used in this section, "personal information” means information capable of
being associated with a particular individual through one or more identifiers, including, but
not limited to, a Social Security number, a driver's license number, a state identification
card number, an account number, a credit or debit card number, a passport number, an
alien registration number or a heaith insurance identification number, and does not include
publicly available information that is lawfully made available to the general public from
federal, state or local government records or widely distributed media.

(d) For persons who hold a license, registration or certificate issued by a state
agency other than the Department of Consumer Protection, this section shall be
enforceable only by such other state agency pursuant to such other state agency's
existing statutory and regulatory authority.

INFORMATION SECURITY INCIDENT DEFINE

The Department considers an information security incident to be any unauthorized
acquisition or transfer of, or access to, personal health, financial, or personal information,
whether or not encrypted, of a Connecticut insured, member, subscriber, policyholder or
provider, in whatever form the information is collected, used or stored, which is obtained
or maintained by a licensee or registrant of the Insurance Department, the loss of which
could compromise or put at risk the personal, financial, or physical well being of the
affected insureds, members, subscribers, policyholders or providers.

NOTIFICATION PROCEDURES

Any information security incident which affects any Connecticut resident must be reported
in writing to the Commissioner as soon as the incident is identified, but not later than five

Lines Broker or any insurance-related occupation for which a license is deemed necessary by the commissioner, other than
an occupation as an insurance producer; 38a-603 and 620 — fraternal societies may not operate in a manner which is
hazardous to its members, creditors or public; Conn. Agencies Regs. § 38a-740-4(h) — standards for eligible surplus lines
insurers.
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(5) calendar days after the incident is identified. Notification should include as much the
following as is known:

e Date of the incident

e Description of incident (how information was lost, stolen, breached)

e How discovered

e Has lost, stolen, or breached information been recovered and if so, how

e Have individuals involved in the incident (both internal and external) been
identified

e Has a police report been filed

e Type of information lost, stolen, or breached (equipment, paper, electronic, claims,
applications, underwriting forms, medical records etc)

e Was information encrypted

e Lost, stolen or breached information covers what period of time

e How many Connecticut residents affected

e Results of any internal review identifying either a lapse in internal procedures or
confirmation that all procedures were followed

+ |dentification of remedial efforts being undertaken to cure the situation which
permitted the information security incident to occur.

e Copies of the licensee/registrants Privacy Policies and Data Breach Policy.

e Regulated entity contact person for the Department to contact regarding the
incident. (This should be someone who is both familiar with the details and able to
authorize actions for the licensee or registrant)

e Other regulatory or law enforcement agencies notified (who, when)

The Department will want to review, in draft form, any communications proposed to be
made to affected insureds, members, subscribers, policyholders or providers advising
them of the incident. Depending on the type of incident and information involved, the
Department will also want to have discussions regarding the level of credit monitoring and
insurance protection which the Department will require to be offered to affected
consumers and for what period of time.

The Department Market Conduct Division has the responsibility for monitoring the
activities associated with any information security incident and will contact the designated
licensee or registrant contact for additional information as necessary and to set up a
monitoring process. Because each incident is unique, each monitoring process will be
unique.

VENDORS / BUSINESS ASSOCIATES

The Department also considers that an information security incident at or by a vendor or
business associate of a licensee or registrant, which has the potential of affecting
personal health, financial, or personal information of a Connecticut insured, member,
subscriber, policyholder or provider of a licensee or registrant should be reported by the
licensee or registrant to the Department. The Department will want to be kept informed of
how the licensee or registrant is managing the vendor’s/business associate’s activities
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